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TEOPETHYECKA YACT



YBOJ

B ycnoBusita Ha 0bp30 pazBUBALIUTE c€ WHPOPMALMOHHUA TEXHOJIIOTUU
KOMITIOTBPHUTE MPEXXH Ca OCHOBA 3a paboTaTa Ha MOYTH BCsSIKa OpraHu3alus
— OT MaJIKU (UPMH IO TOJIEMU KOPIOPALUHU U JbP>KaBHU MHCTUTYLUH. Bee
[0-4eCTO OM3HEC MPOIECUTE pa3uuTaT Ha OOJIAYHH YCIYTH, HEHTPAIM3UPAHU
CUCTEeMH 3a VyIOpaBlieHHWE, OTJAICYCHH PAOOTHH MecTa HW MOOWIHH
ycrpoiictBa. ToBa BOIM 110 HENPEKbCHATO YyBEJIMYaBaHE Ha obeMa OT
IPEHACSIHU JaHHHU Ipe3 IMyOJIMYHU MpeXH, Hail-Beue uHTepHeT. [lybnuunara
UHPpPACTPyKTypa obade € cpena ¢ MOBUIICH PHUCK, Thil KaTO TPahUKBT MOXKE
na ObJe MpHUXBaHAT, aHAJIM3UPAH WM MPOMEHEH OT 3JI0OHAMEPEHH JIWIIA,
KaKTO U Ja 0bJe HaOM0JaBaH OT MEXIMHHU JOCTABYUIIH.

B 1031 xoHTeKCT BUpTyanHute yactHu Mpexu (VPN — Virtual Private
Network) ca yTBBpACHO pelmIeHHE 3a U3rPaXKIaHe Ha 3alIUTCHH
KOMYHHUKAI[MOHHN KaHaJM W KOHTPOJIUpaHE Ha JOCThIA JO0 BBTPEIIHU
pecypcu. VPN cb3gaBa joruyecku ,,TyHeNI, 4ype3 KOHTO [aHHUTE Ce
IpeHacsIT KpUNTHPAaHO M AaBTEHTHUYHO — Taka, CSAKall YCTpoicTBaTa ce
HAMHpaT B €/HAa W ChIIa JIOKaJTHAa MpeXa, BBIPEKH UYe ca (U3NIECKU
OTJaJICYCHH.

AKTyaTHOCTTa Ha TeMara c€ 3acWiBa M OT TEHICHLUH Karo
JMCTAaHIIMOHHA paboTa, u3noia3BaHe Ha myOnuunu Wi-Fi mpexu, pabota B
XUOpUAHU O0JIAYHM Cpellr U HyXKJa OT CBbp3BaHE Ha MHOXKECTBO (PHIIMAIH
KbM LIeHTpasiHa UH(PpacTpykTypa. B Te3u cmyuan VPN mnosBosisiBa 10CThI
10 KoprnopaTtuBHU cuctemu (¢aitnoBu cwbpbpu, ERP/CRM, 6a3u nanuwm,
BBTpEIIHU yeb noprain) 6e3 He0OXOIUMOCT OT OTKPUBAHE HA T€3U YCIyId
JTMPEKTHO KbM HHTEPHET.

OO0eKT Ha M3CJIEeBAaHETO ca KOMITIOTBPHUTE MPEXH M CpPEICTBATa 3a
OcUTypsiBAHE Ha CHrypHa KomyHukauus. IIpenmer Ha wu3cienBaHeTo ca

OPUHIUINTE Ha M3TpakaaHe, (pyHKIMOHUpaHE W mpuiokeHue Ha VPN



MpPEXHUTE, KaKTO M OCHOBHUTE IPOTOKOJW M KOMIIOHEHTH, KOHUTO TH
peanusupar.

IlenTa Ha AUIUIOMHHS TMPOEKT € Ja C€ aHaJIU3UpaT XapaKTEPHUTE
0COOCHOCTH MPHU M3TPaKIaHETO W M3moji3BaHeTo Ha VPN Mpexu, kato ce
pasrienar ocHoBHUTe TuoBe VPN (Site-to-Site m oTmanedeH IOCTHI),
NPUHIUI'BT Ha JEUCTBUE, HIMPOKO H3IMOI3BAHUTE IPOTOKOIH, KAKTO M
poirAta Ha VPN CbpBBpUTE U KIIMEHTUTE.

3ajaunTe Ha MPOEKTa BKIIIOUBAT:

ena ce neduHHMpa chIHOCTTA Ha VPN M oCHOBHUTE Iienu —
MOBEPUTEIHOCT, IJI0CT, aBBTCHTUYHOCT M KOHTPOJI Ha JIOCThIIA;

e na ce kinacudumpar ocHoBHUTE TUIOBe VPN M nma ce cpaBHAT 10
npelHa3HauYeHUE U apXUTEKTYPa;

ea ce ONulle NPUHOUINBT Ha TYHEIHpPAaHE U KPUNTHpAHE,
BKIIIOUUTEIIHO  KIIOYOBH  TOHATUS KAaTo TYyHEN, KalCylupaHe H
MapIIpyTU3ALINS;

e na ce pasrienatr ocHoBHH VPN npotokomu (IPsec/IKEv2, OpenVPN,
WireGuard, L2TP, PPTP u n1p.) u Texuute ocoO0eHOCTH;

e na ce aHanmzupar VPN cbpBbpu u VPN knmentu — ponu, GyHKIMH,
napameTpu 3a KOH(GUTypalus ¥ MPaKTHIECKO MPUIIOKEHUE;

ea ce 0000IIAT PHUCKOBE, OTPaHUYEHUS U JOOpPH MNPAKTHUKU IMpHU
BHenpsiBaHe Ha VPN pemienus.

Hsnos3BaHara METOAWKA BKJIIOYBA aHaau3 uW  0000ImieHue Ha
TexHuuecka nureparypa, crangaptu (RFC) u odunmanna nokymeHTanus Ha
BOJCIIM DPEIICHHs, KAKTO M CPAaBHEHHE Ha MPOTOKOJM MO OTHOILECHHUE Ha

CUTYPHOCT U NPOU3BOJIUTEIIHOCT.



1. CbIIHOCT, OCHOBHMU INIOHATHUA U HEJIX HA VPN

VPN (BupTyasiHa yacTHa Mpexka) € TEXHOJOTus 3a M3rpaxkJaHe Ha
JIOTMYECKH 3alllUTeHa Bpb3Ka BBbPXY MyOJIMYHA MpekoBa MHPPACTPYKTYpa.
TepMUHBT ,,BUpTyanHa™ O3HayaBa, Y€ 4YacTHATa CBBP3aHOCT HE H3UCKBA
oTaenHa (u3nYecKa JIMHUS, a Ce peaTn3upa upe3 CoOPTyepHH MEXaHU3MH 32
TyHeJIMpaHe, KpUNTHpaHe M KOHTPOJ Ha JocThha. ,,JacTHa* o3HauaBa, ue
Bpb3KaTa € IpeJHa3HaueHa 3a  OrPaHWYEH KpbI  y4aCTHHULHU
(opraHnu3anus/nmoTpeOUTeNN) U ce 3aluTaBa OT HEOTOPU3UPAH JIOCTBII.

Ha npaktuka VPN mo3BonsiBa ch3gaBaHe Ha ,,0Bepiieii™ (overlay)
Mpeka BbpXy HHTepHeT. ToBa € oco0eHOo Mmoje3Ho, KoraTo TpsioBa jaa ce
OCUTYpPH CHUTypHa KOMYHHKAIMsl MEXIy OTAaledyeHu Touku (oducw,
notpeburenu, oOIaYHU pecypcu), 0e3 Ja ce u3rpaxkiaa CKbla 4YacTHA
dusnyecka HHPPACTPYKTypa.

OcHoBuute nenu Ha VPN morat ia ce pasrienar u npe3 Kjacuiyeckara
npu3ma Ha uHdopmarmonHata curypHoct (CIA tpuama — Confidentiality,
Integrity, Availability), xato mnpu VPN Haii-cunmHO ca wu3pa3eHu
MTOBEPUTENHOCTTA U ISAJIOCTTA. JIOCTBIIHOCTTA CBINO € BaXKHA, 3amo0To VPN
YecTo € ,,BXOJIHAa TOYKa™ KbM KpPUTHUHU pecypcu. EnqHa HectabuiHa uiau
ciabo 3anmreHa VPN nnppacTpykTypa Moxke Ja J0Bese 10 NMpeKbCBaHE Ha
paborarta, 3aTpy/JHEHa [JUCTAaHIMOHHa paboTa M JOpU A0 MpPOOHB B
CUTYPHOCTTA.

1.1. OcHOBHM NOHATHUA

Tynen (tunnel) — noruyecku kKaHai, rmpe3 KOMTo TpapuKbT IpeMUHaBA
KaIcyJ1paH U OOMKHOBEHO KpUIITHPaH.

Endpoint (xpaiiHa TOuka) — YCTPOWCTBO/ILIIO3, KOETO TEPMHUHUPA
TyHena (KIUEeHT WU ChbPBBP/IUTIO3).

Kamncynupane (encapsulation) — no0aBsiHe Ha BBHIIHHU 3arjIaBKU KbM

naKeTa, 3a J1a MoXe TO Jja ObJie MpeHeceH Mpe3 Apyra Mpexa.



Kpuntupane (encryption) — mpeoOpa3yBaHe Ha JaHHUTE B HEUETUM
BUJI 32 HEOTOPU3HPAHU JIUIA Ype3 KPUNTOTPa(CKH aaTOPUTMH.

Aptentukanus (authentication) — Joka3BaHe HAa CaMOJIMYHOCTTA Ha
NOTPEOUTENS HITH YCTPOUCTBOTO.

YoenHomomaBane (authorization) — ompenensHe KakKBU pPeCcypcH W
YCIIyTH Ca JIOCTHITHU CJIE]T yCIIeITHA aBTCHTUKAIIHS.

Security Association (SA) — B koHTekcta Ha [Psec: Habop or
napameTpH (aJrOpuTMH, KIIFOUOBE, CPOKOBE), ONPEICIISIIA KaK e 3alliTaBa

TpaUKBbT.

KpunTupaH TyHen

VPN VPN
KNUEHT CbpPBBLP

My6nuyHa Mpexa (Internet)

Queypa 1. VPN 6pv3Ka KIueHmM—Cupebp: KPUNMUpan myHen npes nyonudua
mpedica
1.2. 3amo VPN e Hy:KeH nIpu CbBPEMEHHH 3aIlJIaXH

[lyObnuunure Mpexu ca TOMJIOKEHM Ha pa3IM4yHM  3alljlaXxu:
noacinymBane (sniffing), ataku tun ,,man-in-the-middle*, mogmsana na DNS
OTIOBOpHY, KOMIIPOMETHUpPAaHE Ha TOYKM 3a JAOCThH, ¢umuHr u ap. Ilpu
HEKPUIITUPAHU BPB3KM HAIlaJaTe]l MOXKE J1a IPOYETE ChIBPKAHUETO WIM 1A
ro npomenu. VPN He 3ameHs 3amuTaTa Ha NPUIOKHO HUBO (Hampumep
HTTPS), Ho n00aBs HOMBIHUTENEH CIOW 3allUTa U MO3BOJISIBA LIEHTPAJICH

KOHTPOJ BBPXY AOCThIIA U TOJIUTHKHUTC.
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2. TUITIOBE VPN U CHEHAPUU HA ITPUJIOXKEHHUE

Knacuduxanusara sva VPN Moxe 1a ce HampaBu IO NpenHa3HAuYCHHUE
(KOpIIOpaTUBEH/JIMYEH ), TI0 apXUTEKTypa (KIUEHT—CHPBBP MIIM MPEkKa—KbM—
Mpexa), 1o usnoi3Bad npotokos (IPsec, TLS/SSL, WireGuard), mo cnoit
(L2 wnmm L3) u mo Mozaen Ha IperocTaBsiHE (CaMOCTOSTENHO YNpaBisiBaH
VPN unm ycinyra oT 10CTaBUUK).

Haiji-uectro B yuebHara © TmpakTUyeckaTa JIUTepaTypa ce
pasrpannyaBar Site-to-Site u Remote Access VPN. KbMm Tax Moxem aa
n00aBMM W MOJENH, TPH KOUTO JIOCTABYMKBT OCUTYpSBa BHUPTYyaTHA
cermeHTanus B ceosata Mmpexa (MPLS VPN).

2.1. Site-to-Site VPN (Mpe:ka—KbM—MpexKa)

Site-to-Site VPN ce n3non3Ba 3a cBbp3BaHe Ha IeNU JTOKATHU MPEXKH.
JiBa VPN numo3a (mamp. firewall ycTpoiicTBa) ycTaHOBSIBAT IOCTOSIHHA HJIH
MOJY-TIOCTOSIHHA 3alllUTeHa BpB3Ka. TpaguKbpT MeXay HOIMpPEXKHTE ce
KpUNITHpa Ha M3XO0Jla Ha €IHaTa Mpexa M ce JIEKPUNTHpa Ha BXOJa Ha
npyraTa. ToBa 1o3BoJIsIBa MPUIIOKEHUATA J1a pPaOOTAT MPO3payHO (HaIpuMep
¢aitnoBu ycnyru, BbTpeiiHd DNS, 1oMeliH KoHTposiepn).

B mpakrtukara Site-to-Site VPN ce peanusupa Hait-uecto ¢ [Psec B

TYHEJIEH PEeXHUM, HO € Bb3MOXHO 1 ¢ OpenVPN mnn WireGuard.

HAMN—A EAN-B
VPN TyHen
NHTepHeT
Odwnc 1 Odwnc 2
(uno3) (wno3)

Queypa 2. Site-to-Site VPN. cevp3sane na 08e noxainu mpedicu upe3 VPN

wirozoee
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2.2. Remote Access VPN (oTaajiedeH 10cThbin)

Remote Access VPN e opueHTHpaH KbM HHIUBUAYAIHU
norpedutenu/yctpoiicrea. KinueHTsT ycranoBsiBa TyHen kbM VPN cbpBBD,
cllell KOeTo noiyvasa BupTyaneH [P agpec n npasuna 3a mapumpyrusanus. B
3aBHCHUMOCT OT ITOJIATUKATA, KIMEHTBT MOXE Ja JOCTBhIIBA CAMO KOHKPETHHU
ycnyru (Hanpumep RDP kbM eaMH CBHpPBBpP) MM MO-IIMPOK HAOOp OT
BBTPELIHU PECYPCH.

KopnopatuBuute penienus yecto uarerpupat Remote Access VPN ¢
LEHTpaJlu3upaHa uaeHTHuHocT (Active Directory), kaTo nmpuiaraT rpynoBu
nosmtuku 1 MFA.

2.3. Host-to-Host VPN u MukpocerMeHTanus

OcBeH KIaCMYECKUTE€ MOJEIHM, CBUIECTBYBAT W pELIEHUS 3a
,»host-to-host* VPN, npu KouTo ce 3ammraBaT BpPb3KH MEXIy KOHKPETHU
MamvHU. ToBa € MoJIe3HO NpU MUKpocermeHTauus u Zero Trust moaxonw,
KBJIETO UJESTA € 1a CE OTPaHUYU JAaTEPATHOTO JIBUKEHHUE B MpE’KaTa U Ja ce
paspemaBar camo CTporo Ae(puHUpPaHN KOMYHHKAIIHH.

2.4. Provider-Provisioned VPN n MPLS

ITpu MPLS L3VPN n0ocTaBUMKBT Ha CBBP3aHOCT U3rPaX/1a BUPTYaIHO
otnenenu mapuipytusupamu nomeinu (VRF) 3a kiunenrta. Taka TpadukbT
Ha pa3JIMYHU KJIMEHTHU € W30JIMpaH B MpekaTa Ha oneparopa. To3u Mozen e
y00€eH 3a rojJeMu OpraHu3aliH, KOUTO UCKAT YIPABISEMHU BPB3KU MEXTY
00eKTH W TrapaHTHpaHO KadecTBO Ha yciyrara (QoS). Ako ce H3HCKBa
Kpuntorpadcka noseputenHocT, Bbpxy MPLS moxe na ce nobasu IPsec

TyHEII.

3. MIPUHIIAII HA JTEMCTBUE: TYHEJIUPAHE,
KPUIITOI'PA®USA N MAPHIPYTU3SALIUA

3.1. Eranu npu ycranoBsiBaHe Ha VPN Bpb3ka

12



HeszaBucuMO OT KOHKpPETHHMSI IMPOTOKOJ, yCTaHOBsiBaHETO Ha VPN
Bpb3Ka OOMKHOBEHO BKJIIOYBA:

(1) uanIUEpaHe — KIMEHTHT ce cBbp3Ba KbM VPN cbpBbp (IP/nomeiin
U TIOPT);

(2) aBTeHTHKaUMA — WJISCHTUYHOCT 4pe3 Maposa, cepTHU(UKAT, TOKEH
i MFA;

(3) moroBapsine Ha mmapaMeTpu — U300p Ha AITOPUTMU U Ch3/IaBaHE HA
CECUHHU KITIOUOBE;

(4) co3maBane Ha BuptyaneH unrepdeiic — TUN/TAP wnum
€KBHBAJICHTEH MEXaHU3bM;

(5) mpusiarane Ha MapIIpyTH U MOJIUTUKU — KOM TpauK MUHaBa Ipe3
VPN;

(6) oOMEeH Ha JMaHHM — KPHUIITHpPAHE/ICKPUIITHPAaHE W IPOBEpPKa Ha
EJIOCTTA;

(7) mogmepkane — keepalive, poTarus Ha KIIFOUOBE, MPEKPATSIBAHE TPH
npooJieM.
3.2. Full tunnel u Split tunneling

Full tunnel o3nHauaBa meausT U3XoAsll TpaguK Ha KJIMEHTa Aa Oble
npenacoueH npe3 VPN. Tosa ynecHsBa KOHTpoJia U QUITpalMsITa, HO MOXE
na HaroBapy VPN mumo3a u jga yBenuuum JaTeHTHOCTTa. Split tunneling
npeHacouBa npe3 VPN camo Tpaduka KbM BBTpeIIHUTE Mpexu. ToBa e
no-e(peKTUBHO, HO M3HMCKBA CHUJIHM TOJUTHUKU 332 CUTYPHOCT Ha KpailHOTO

YCTPOMCTBO.
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TyHen (camMo KbM hupMaTa) Kopn.

pecypcu
KnneHT
C—
My6nnyHm
—_— canToBe

OvpekTHo npes ISP

Queypa 3. Split-tunneling: @upmenusm mpagux munasa npez VPN, a
nYOAUYHUAM — OUPEKTNHO
3.3. MTU, overhead u ¢pparmenranus

TyHenupaneTto n00aBsi MOMBIHUTEIHUA 3arjlaBKH W KPHUITOTPadCKU
mojieTa KbM IAaKETHTE, KOETO yBenuyaBa pasmepa um (overhead). Ako
pazmepbT HagBumu MTU mo mbTs, MOXe a ce CTUTHE 10 (parMeHTaIus
Wik 3ary0a Ha MaKeTH. 3aToBa B TNPAaKTHKaTa YeCTO C€ HacTpPOWBaT
MTU/MSS mnapameTrpu 3a TyHena, Taka 4ye Ja ce u30erHe ¢pparMeHTamus u

Jia ce Mo100pu IPOU3BOJUTEIHOCTTA.

4. VPN IPOTOKOJIN
4.1. IPsec u IKEv2

IPsec e cranmapTeH Habop OT MPOTOKOM 3a 3amura Ha I[P Tpaduka Ha
HUBO Mpexa. OCHOBHMAT IPOTOKOJ 3a 3alluTa Ha gaHHuTe € ESP, koito
MOJKE Jia OCUTYpsIBa KPUIITUPAHE U 1I€JI0CTTA Ha MaKeTa. 3a yCTaHOBsIBaHE Ha
kiroyoBe u napametpu ce uznonssa IKE, karo IKEvV2 e akryanen cranmapt
(RFC 7296). IKEv2 ymnpaBisiBa Cb3/1aBaHETO U MOJABPIKAHETO Ha Security
Associations, KakTo M MpOIECUTE MO ABTEHTHUKALUMs M OOHOBABaHE Ha

KIIFOYOBETC.
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IPsec moxxe na padotu B transport u tunnel pexxum. Tunnel pexumMbT €
TUNMYeH 3a Site-to-Site, 3am0T0 ckpuBa BhTpemHus [P maker n mo3BossiBa
npeHacaHe Ha nenu noampexu. llpy NAT nmo ners ce wu3monssa
NAT-Traversal (oouknoBeno UDP 4500) 3a nga ce mzbernar npobiemMu ¢
ESP u cherosinnero Ha NAT ycTpoiicTBara.

4.2. OpenVPN

OpenVPN wusnon3Ba TLS 3a aBTeHTHKanwsi 1 OOMEH Ha KJIIOYOBE U
Moxke aa mpeHacss TyHeneH Tpaduk mpe3 UDP wumum TCP. Cumara my e
rbBKaBaTa KOH(UTypaluss ¥ IIHpPOKaTa TMOAJAPHXKKA Ha MIaTGOpMHU.
OpenVPN paznenst KOHTpOJIEH KaHall (3a JOTOBapsiHE) U KaHAJ 3a JIaHHHU (3a
MPEHOC Ha KpurnthpaHu naketu). Moxe aa padoru Ha L3 (TUN) wmm L2
(TAP), koeTo e BaxxHO 3a crieu(PUIHH CLICHAPHUH.

4.3. WireGuard

WireGuard ce oTinuaBa ¢ MUHUMAQIUCTUYCH AM3aH U (QUKCUpPaH
Habop OT MojepHU Kpunrorpapcku npumutuBd. Pabotu Ha Layer 3 u
usnon3ea UDP. Kondurypanusra e oTHOCHTEIHO mpocTa — 0a3mpa ce Ha
nyOnuyHM KirodoBe U paspemieHu [P Mpexxu 3a Bceku peer. ToBa ynecHsiBa
yIOpaBIEHUETO W HamalsiBa pPUCKAa OT TpelKH Ipu Hu300p Ha mudpH.
WireGuard e u3BecTeH ¢ BUCOKa MPOU3BOAUTETHOCT U ObpP30 YCTAaHOBSIBAHE
Ha BpBb3Ka.

4.4. L2TP/IPsec u PPTP

L2TP cam mo cebe cu € NPOTOKOJ 3a TyHEIHpaHe U 3aToBa ce
koMOuHupa ¢ IPsec 3a kpuntupane. Ilopaau BrpageHara mnojapbxka B
MHoOro onepaunoHHu cuctemu, L2TP/IPsec ce uznonsBa yecto 3a Remote
Access. PPTP e mo-ctap mpoTokoji ¢ M3BECTHU €lIa0OCTH M JHEC HE ce
IIPENOPBHYBA 32 CUTYPHH CPEIIU.

4.5. TLS VPN (SSL VPN) u SSTP
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TLS-6a3upanute VPN pemenust usnonzsar TLS mo momobue Ha
HTTPS. IlpenuMcTBOTO € JIECHOTO NPEMUHABAaHE IIPe3 3alllUTHU CTCHH,
ocobeno korato ce usnoaszsa TCP 443. SSTP e npumep 3a TakbB 0AXO0M B
Windows cpena. HemoctaTbk Moxe f1a Obje MO-BUCOKA JaTEHTHOCT U ,,TCP
over TCP*“ edexrn, ako TtyHenbTr mnpeHacs TCP tpaduxk Bbpxy TCP
TPaHCIOPT.

4.6. CpaBHuUTe/IHA TA0JMLA HA OCHOBHH NMPOTOKOJIH

IIporokon Croit CurypHoct CeBMectumoct | Tunnynu ciayyaun
IPsec/IKEv2 L3 Mpmuoro Bucoka | OrinuHa B Site-to-Site,
(mpu mobpa KopriopatuBHU | Remote

KOH(UTypalus) | Mpexu

OpenVPN L3/L2 | Bucoka (TLS, Mmoro no6pa | Remote,
ceptuduxaTh) Site-to-Site
WireGuard L3 Bucoka Mmuoro no6pa | Remote,
(modern crypto) | (HoBu OS) Site-to-Site
L2TP/IPsec L2+L3 | Bucoka (upe3 Brpazneno B Remote
[Psec) MHoro OS
PPTP L2 Hucka/ocrapsina | HamansBara Camo npu HUCKHN
W3UCKBaHUS

5. VPN CbPBBHPU U VPN KIIMEHTU
5.1. VPN cbpBbp/11iii3

VPN CBpBBPBT € KOMIIOHEHTBT, KOMTO Ipuema U ymnpasisBa VPN
Bpb3KU. B kopnopaTuBHM cpenu TOM uecto € yact ot firewall/lUTM
YCTPOMCTBO WMJIM clleNUaNu3upaH KoHLEHTpaTtop. OCHOBHU (YHKIMH ca:
aBTEHTUKALUs M  aBTOpH3alMsl Ha MOTpeduTenu, JOroBapsHE Ha

Kpunrorpacku mnapamMeTpH, Cb3/laBaHe Ha BHPTyaJHH uHTepdeiicu,
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pa3naBane Ha IP aapecu, mpuiaraHe Ha MapHIpyTH W MOJUTHKHU, KAKTO U
JIOTBaHE U MOHUTOPUHT.
5.2. VPN kJineHT

VPN ximeHTsT € codTyep Ha KpalHOTO YCTPOWCTBO, KOMTO
YCTaHOBABA BpBb3KaTa, YIpaBisgBa KIOYOBE/CepTHU(PUKATH, Cbh3AaBa
BUpTyaJsieH HHTepdeiic u npuiara MapmpyTi. KImeHTbT MoXke /1a € BrpajieH
B omnepanuonHaTa cuctema (Hanpumep IKEv2), unu BpHIIHO npuiioxeHue
(OpenVPN, WireGuard). KopropaTuBHUTE KIMEHTH YECTO BKJIIOYBAT
TOMBIHUTENTHH (QYHKIMHU KaTto ,always-on“ pexum, mpoBepKa Ha
CbCTOSSHUETO Ha YCTPOWCTBOTO M AaBTOMAaTM4YHO OOHOBSIBaHE Ha
KOH(HUTypanusra.
5.3. ABTeHTHMKALMA U yIIPaBJIeHUE HA WIEHTUYHOCTH

Haii-uecto  u3mon3BaHMTe METOOM 3a  YAOCTOBEpsBaHE  ca:
norpeburen/mapona, ceprudukaTv, MPEeIBAPUTEIHO CIOICICHU KIIOYOBE
(PSK) u muorodakropna aBTeHTHKanus. J(oOpa mpakTHka € M3MOJI3BaHETO
Ha MFA, ocobeHno 3a otrhanedeH AOCTHI. BB3MOXXHU ca HMHTErpamuu c

RADIUS, LDAP/AD u SSO pemienus.
6. CUT'YPHOCT U 1OBPHU IIPAKTUKHA

6.1. PuckoBe npyn HenpaBWwiiHAa KOHGUTYpaAUs

OcCHOBHUTE PHUCKOBE BKJIIOYBAT: ciaabu maponu u junca Ha MFA,
ocTapenu TPOTOKOIW/HGPH, HEIOCTAThbUHA CETMEHTAIlWs, HEeNPaBUIHU
MapuipyTH (leaks), DNS TedoBe, kKakTo U JuIca HA IIEHTPAJICH MOHUTOPYHT.
ITpu split-tunneling 6e3 KOHTPOJI KOMIPOMETHUPAHO YCTPOMCTBO MOXKeE Ja
CTaHe MOCT MEX/1y MHTEPHET U KOpIOpaTUBHATA MPEXa.
6.2. IlpakTHyecKku nNpenopbKu

e lznomn3Bane Ha cwpBpemeHHu npotokonu (IKEv2/IPsec, OpenVPN,

WireGuard) n u3kirouBane Ha PPTP.
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e MFA 3a Bcuuku mNOTpeOUTENM C OTHAJEYeH JAOCThI, OCOOEHO
aJIMUHUCTPATOPH.

e CerMeHTalMsA: JOCTBI CaMO JO HY)XHUTE pecypcd (IPUHLMII Ha
Hall-MaJIKU IPUBUJIETUH).

e PeioBHM OOHOBSIBAHMSA M pPOTallMd Ha KIHOYOBE/CepTH(UKATH;
3a0paHa Ha cy1abu cipher suites.

e Jloroe u Mmouutopunr (SIEM/IDS), anmapmu mnpu aHOMaIuu U
MHOYECTBO HEYCIIELIHU OIUTH.

e Onrummzaruss Ha MTU/MSS u u36op wa UDP TpancnopTt mnpu
BbH3MOKHOCT.
6.3. IIpou3BoauTETHOCT

Ckopocrra Ha VPN 3aBucum or kpunrorpadckure aaroputMu H
HAJIMYMETO Ha XapJIyepHO YCKOpPEHHE, OT HaTOBapBaHETO Ha CbPBBPA,
KayecTBOTO Ha HUHTEpPHET Bpb3KaTa M HacTpolkure Ha TyHena. Ilpu
IUTAHUPaHEe Ce OLEHSBAT OpOW €JHOBPEMEHHHM NOTpeOHTENH, HE0OXOoanMa
IPOITyCKaTeJIHa CIIOCOOHOCT M BB3MOKHOCTH 3a pesepBupaHocT (high
availability).
7. MPUJIOKEHUE U TEHAEHIIUN

VPN TexHonorustTa ocraBa Kir04oBa, HO BCE MO-4E€CTO C€ KOMOMHUPA
¢ KoH1enmuu kato Zero Trust. [Ipu To3u moaxos ce 106aBAT AOMBIHUTEITHA
KOHTEKCTHU TMPOBEPKU (MJACHTHYHOCT, YCTPOMCTBO, MECTOIMOJIOXKEHHE), a
JOCTBITBT € IMHAMUYEH U MUHUMaJIeH. Bbnpekn ToBa VPN nipoabikasa na
O0b/ie 0a30B MHCTPYMEHT 3a M3TPaXKJIaHE HA 3aIUTECH KaHaJ Mpe3 MyOIudHu
MpEXH, 0COOCHO TpH CBbpP3BaHE Ha OGUCU U OCUTYpSIBaHE Ha CHTypHa

JUCTaHIIMOHHA pa60Ta.
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8. IETAWJIEH NPEIJIE]] HA IPsec: KOMIIOHEHTH,

PEXUMHU U TIOJIMTUKHN
8.1. Apxurekrtypa Ha IPsec: AH, ESP, SPD u SAD

IPsec He e enuHMYEH IIPOTOKOJ, a APXUTEKTypa OT MEXaHU3MHU U
IpaBuiia, KOUTO pabOTAT HA MPEXKOBO HUBO. OCHOBHUTE MY €JIEMEHTH ca:

* AH (Authentication Header) — no0aBs 3aryiaBka, KOSTO OCHUTypsIBa
ABTEHTUYHOCT U LISAJIOCT Ha makera. AH He kpunrtupa mosie3Hus ToBap U Ha
IpaKTHUKa C€ M3M0J3Ba MO-pAnako, 3amoro ESP Moxe na ocurypu u
LEIOCTTA.

* ESP (Encapsulating Security Payload) — no6aBs 3amunTa Ha noje3HUA
TOBAp Ype3 KPUIITHPAHE U/UITM aBTCHTUYHOCT. B peannu BHenpsBanus ESP e
cTaHAapTHUAT u300p 3a VPN tyHenu.

[Psec u3mos3Ba u Toru4ecku 0a3u JaHHW/Ta0IuIH (KOHIETITYaTHO):

* SPD (Security Policy Database) — monuTuka, KosITO onpeneis Kou
MaKeTH MOJUIeKaT Ha 3alllMTa, KAaKbB THII 3aIUTa U KbM KOU KpaifHU TOUKH.

* SAD (Security Association Database) — cbibp>ka akTUBHHUTE Security
Associations (SA) — mapaMmeTpu KaTo aJIrOpuT™MH, Kiro4doBe, SPI
UICHTU(PHUKATOPU, CPOKOBE U OPOSUH.

To3u Mozen mo3BosisABa I'bBKABO YIPABJICHUE: €1HA YacT OT Tpaduka
MOXe Ja ObJe 3aluTeHa (HampuMep MEXIy MOAMPEXHU), a Apyra — Jaa ce
nponycka 0e3 IPsec, cnopen n3nckBaHusTa.

8.2. Transport mode u Tunnel mode — npakTUYecKo 3HaYeHHUE

B transport mode 3amuraTta ce mpuiara BbpXY IOJIE3HUS TOBap Ha
opuruHanuus [P maker, a opurunanausT [P header ocraBa Buaum. ToBa e
MOJXO/SANIO TP KOMYHHUKAITUS MEXIy JBa KOHKPETHH XOCTa (HampuMmep
CBhPBBP—CBHPBBP), KOraTO HAMA HYXKJa J]a C€ CKPUBAT BHTPELIHUTE a/IPECH.

B tunnel mode opurunanuust IP maker ce kancynupa u ce 100aBsi HOB

BeHIIEH [P header. Taka BbTpemHaTa azapecamuss W ChIBPKAHUETO ca
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3allUTEHd M HEBUAMMHU 32 HMHTEpHET. ToBa € TUNHYHUAT PEKUM 32
Site-to-Site VPN, 3amoto mo3BossiBa MpeHacsHe Ha TpaduK MEexXIy MelTu
MMoAMPCIKHU, KaTO MCIKINMHHUTC YCTpOﬁCTBa BWKIAT CaMO BBHIIHUTC aApeCu
Ha VPN numro3osere.

[Tpu nmnanupane Ha IPsec VPN e BaxxHO 1a ce otuere, ye tunnel mode
yBenmmuaBa overhead-a (moGaBst HoB IP header), xoeto Bmuse va MTU u

MOXE JIa HaJIOXKH HacTpoiika Ha MSS/fragmentation.

MpunnoxeHwne

TpaHcnopT (TCP/UDP)

Mpexa (IP)

IPsec (ESP/AH)

Link (Ethernet/Wi-Fi)

@®oKyc: 3aWmTa Ha IP Tpadmka Ha L3 4pes ESP/AH

Queypa 4. Msacmomo na IPsec ¢ mpescosus cmek: sawuma Ha IP mpaghuxa
Ha HUGo 3
8.3. IKEv2 npouec: ycraHoBsiBaHe HA SA ¥ 00HOBSIBAaHE HA KJII0Y0Be

IKEv2 € npoTOKOJIbT, KOWTO yIpaBisBa JKU3HEHHsS LMKbBI Ha [Psec
TyHENa: JoroBapsi alTOPUTMHU, YJIOCTOBEpsSBa CTpPaHUTE U Cb3JaBa
KJII0UOBeTE. B OmpocTeH BUI MPOIECHT BKITIOYBA:

+ IKE SA INIT — oOmeH Ha KkpuntorpagCKd mapameTpu u
Diffie-Hellman croitHocTu 3a ch3gaBaHe Ha 00Ia TaiiHa.

* IKE AUTH - B3aumua aBtenTtukanus (ceptuduxatu/PSK/EAP) u
yctaHoBsiBane Ha mbpBara Child SA (o6uknoBeHo 3a ESP).

Cnen ycranossBane IKEv2 nogabpxa TyHena upes:
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* rekey — mepuogmyHO OOHOBSIBAHE Ha KIIOYOBE (BaXHO 3a
OrpaHMYaBaHE HA PUCKA IPU KOMIIPOMETHPAHE);

* MOBIKE (B ompenenenu BHeOpsBaHUs) — MO-700pa paboTa mpu
cMmsHa Ha [P agpec (poyMuHr);

* Dead Peer Detection/keepalives — oTKpuBaHe Ha OTMAJHAIN KpalHU
TOYKH.

[Ipaktnueckn IKEv2 o6uknoBeno padoru Ha UDP 500 u mpu NAT-
Traversal na UDP 4500.

9. TETAWJIEH NIPETJIE/] HA OpenVPN:
APXUTEKTYPA, PEXKUMM U KPUIITOT PA®HS

9.1. KoHTpOJIEH M KaHAJI 32 IaHHU

OpenVPN wusnomssa TLS 3a KOHTpOJIHUSA KaHAT — B HETO CE U3BBPIIBA
yIOCTOBEpsIBaHE Ha KIWEHTa M ChpBbpa, OOMEH Ha KIIOYOBE H
pasmpenensHe Ha KoHdurypanus (Hampumep BuptyaneHn [P anpec,
mapuipyta, DNS nactpoiiku). Cnen ycnemna TLS cecus ce ycraHoBsiBa
KaHaJIbT 3a JaHHU, [IPe3 KOMTO peasHusT TpapuK ce MpeHacs: KpUITUPAHO.

ToBa pa3neneHue nMo3BoJsiBa 'bBKABOCT: KOHTPOJIHUAT KaHA MOXeE J1a
U3I10J13Ba HAJCK/ICH TPAHCIOPT, TIOKAaTO KaHAIBT 3a JaHHU (0COOEHO BBPXY
UDP) mosxe 1a 6bie ONTUMU3KPAH 32 MUHUMAJIHA JIATEHTHOCT.
9.2. TUN cpemy TAP pexum

OpenVPN moske n1a paboTu B J1Ba pexKuMa:

* TUN (Layer 3) — cp3naBa Buptyanen IP unrepdeiic. ITogxonsam 3a
KJacuyecku Mapuipytusupad VPN (Haii-uecTo cperman).

« TAP (Layer 2) — cwb3maBa BuptryasieH FEthernet untepdeiic u
no3BousisiBa npeHoc Ha broadcast/ARP kaapu. Ilonesno mpu crenubudau
ClieHapuu (HampuMmep Korato TpsioBa ga ce ,,pa3terue” LAN cerMeHT), HO

MOXEC Ja 6’5}16 IIO-TCXKKO KaTo Tpa(bm( " I1O-CJI0KHO 3a MaIJ_IaGI/IpaHC.
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N360ppTr Mexnmy TUN um TAP Bamsie Ha NOPOM3BOIUTEITHOCTTA,
CJI0KHOCTTA Y Bb3MOXKHOCTUTE 32 CETMEHTAIMSL.
9.3. IlpeauMcTBa ¥ OTPAHNYCHUS

IIpenumcTBa Ha OpenVPN:

* IIUPOKA MOAAPBKKA U 3pATIOCT HA PELICHUETO;

e OoraTw MEXaHW3MH 3a aBTCHTUKALUS M WUHTerpanus (cepTudukary,
norpeburen/mapona, MFA);

* Bb3MOXKHOCT 3a padota Bepxy UDP unu TCP u necHo npemuHaBaHe
npe3 NAT/Firewall;

* IeTaliiTHa KOH(PUTYpaAIHs U BH3MOXKHOCT 32 LIEHTPAJIEH KOHTPOI.

OrpanuueHus:

* IMO-rojiiMa CIIO)KHOCT Ha KOH(HrypalusTra B CpaBHEHHE C
WireGuard;

* BB3MOXKHU npoOiemu npu ,,TCP over TCP*, ako ce usnonzsa TCP
TPaAHCIIOPT;

*  TPOU3BOAMTEIHOCTTA 3aBHUCH OT KpUNTOrpadcKus CTEK U

HaCTPOUKUTE.

10. IETAWJIEH IPETJIEJ HA WireGuard: IIPOTOKOJI,
KOHOUT'YPALIUSA N OCOBEHOCTH

10.1. Konuenumus 3a peers u AllowedIPs

WireGuard pabotu ¢ mMojen peer-to-peer: BCsKa KpaiiHa TOYka MMa
KIo4oBa JaBoiMka (public/private) m crnmcbhk ¢ paspemeHu [P mpexu
(AllowedIPs) 3a Bceku peer. AllowedIPs urpae aBoiina posns: (1) onpenens
KaKbB TpauK ce MapuIpyTH3upa Npe3 AajJeHus TyHend u (2) orpaHuyaBa
KakBH aJ[pecHl peer-bT MOXKE Ja H3I0JI3Ba, KOETO J00aBs eIeMeHT Ha

KOHTpOJL.
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Kondurypanusra ¢ kpaTka, HO W3MCKBAa BHHUMATEIHO IJIAHUPAaHE Ha
anapecauusTa (Hanpumep otaenHa ,,VPN“ moaMmpexxa) M mpaBHIIHO
pasnpenensne Ha AllowedIPs.

10.2. Kpunrorpadcku n3d0pu u npocrora

WireGuard wu3nmon3Ba  (ukcHpaHu, CBBPEMEHHHM  NPUMHTHBHU
(mampumep ChaCha20-Poly1305 u Noise handshake), koeto mpemaxsa
HEO0OXO0IMMOCTTa OT CJIOXEeH M300p Ha cipher suites. ToBa HamansiBa pucka
OT TPeUIKU W yiecHsBa oguta. OT Apyra CTpaHa, IMO-MajikaTa I'bBKaBOCT
O3HauaBa, 4e aJIMUHUCTPATOPHT TPSIOBA Ja pa3ynTa Ha BrPaJICHUTE PEUICHUS
Ha MMPOTOKOJIa, BMECTO J1a HACTPOIBa CIICU(PUYHHN aJTOPUTMH.

10.3. Pa6ora npu poymuHr u NAT

[Tpaktuecko mpenumctBo Ha WireGuard e goOpara paborta mpu
cmsiHa Ha IP anpec (Hanpumep MoOWITHE ycTpoiicTBa). [IoHeke MPOTOKOIBT
e mipuio Bbpxy UDP u wusnon3sa nepuomuunu ,keepalive” mnakerw,
Bpb3KaTa MOke naa ce mnomabpxka u mpe3 NAT. Yecro ce wuzmoissa

MIOCTOSTHEH ITyOJIMYEH aJ{pec/IopT Ha ChbpPBbpa U AMHAMUYHU KIMEHTH.

11. YITPABJIEHUE HA VPN HHO®PACTPYKTYPA:
CEPTUDOUKATH, HOJIUTUKHU, MOHUTOPHUHI'

11.1. PKI u :Ku3HeH IUKBbJ HA CepTH(PUKATHTE

[Ipu mporokonu, xouto wu3nomsBar ceprudukaru (IPsec ¢ X.509,
OpenVPN c TLS), ynpasnenuero na PKI e nentpanno. Bxirousa:

* cp3naBane Ha BeTpenieH CA (Certificate Authority) unm nznomnsBane
Ha BBHIIIEH;

* U3/1aBaHe Ha KJIMEHTCKHU CepTU(UKATU 32 yCTPOUCTBA/IOTPEOUTENN;

* MOJHOBSIBAHE M OTHEMaHe (revocation) Mpu 3ary0eHu YCTpOMCTBa
WJIH HaITyCHAJU CITY>KUTEJH,

* 3aIMTa Ha private kiodose (Hanpumep upe3 TPM/secure storage).
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Jluncara Ha ynpaBieHHE Ha OTHEMAHETO MOXeE Jia JIoBeAe 10
CUTyallHsi, MpPH KOATO KOMIPOMETHUPAH CepTU(HUKAT OCTaBa BAIUACH WU
IIPEIOCTABS IOCTHII.

11.2. IToIUTHKH 32 JOCTBHII M CerMEHTAUSA

EdextuBauar VPN He o3HadaBa ,,TbJIGH JOCTBHI J0 BCHYKO“. B
IIPaKTHKaTa ce Ipuiiarar:

* TpyNU MOTpedUTENH (HAmpUMep ,,CIyKUTETH", ,,aIMUIHUCTPATOPHU ",
,,BBHIITHU TTAPTHHOPHU*);

* MOJUTUKH MO MOAMPEXH U YCIYrd (IOCTBI CaMoO 10 KOHKPETHHU
VLAN/cvpBBPH);

* split DNS u BpTpemnu nomMmeinu;

* time-based u context-based orpanu4eHus (KOTaToO € BH3MOXHO).

Taka ce MUHUMH3HUpPA PUCKBT MIPU KOMIIPOMETHUPAHE Ha €MH aKayHT.
11.3. JloroBe, SIEM 1 oTKprBaHe Ha aTaKH

VPN un(pacTpykTypaTa € 1en 3a aTakd, Thil KaTO YeCTO € IMyOJIUIHO
JIOCTBIIHA. 3aTOBA € BAXKHO:

* 1a ce ChOMpAaT JIOrOBe 3a YCHEIIHU U HEYCIEIIHU OITUTH 32 BXOJ;

* J1a ce CIeAAT reojoKaluu/aHOMaInU (HanmpuMep BXOJ OT HeoOU4yaeH
pEeruon);

* J1a ce aHanu3upa TpapuKbT 3a nogospurenHu moaenu (IDS/IPS);

* na ce uHTerpupa cbec SIEM 3a kopenarus Ha CbOUTHSL.
12. OTPAHUYEHMUSA HA VPN N YECTHU I'PEIIIKA

12.1. VPN # nbJiHa aHOHUMHOCT

VPN kpuntupa Tpaduka mexay kiaveHta u VPN cbpBbpa, HO He
,IIpaBu motpedutens HeBuauM™. Cien usxona ot VPN cwpBbpa TpaduksT
MPOIbKaBa KbM KpailHUTE CaWTOBE/yCIIyTH, KbJIETO MOTAT Jia C€ U3MO0JI3BAT
JpYTd MEXaHU3MHU 3a npocneasBane. OcBeH ToBa 10cTaBuuKbT Ha VPN uma

TCXHUYCCKAa BB3MOXHOCT a4 Ha6J'IIOI[aBa Tpa(bI/IKa CJICq HACKPUIITHPAHC
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(OCBeH ako TOW € MJOIMBJIHUTEIHO 3amuTeH, Hampumep upe3 HTTPS).
[Topanu ToBa € BaxHO 1a ce n3bupa HanexaeH VPN nocraBuuk miM Ja ce
U3I10J13Ba CAMOCTOSITENTHO yIpaBIsiBaHa HH(PPACTPYKTypa B OpraHU3aIHH.
12.2. YecTn npodJieMu nNpu BHeAPsSIBAHE

» Kondmukrau [P anpecu mexny obucu (nBe LAN Mpexu cbe chiata
azpecarus).

* JIurica Ha SICHU MapuIpyTH — TpaduKbT ce ,,ryOu* Win ce Bpblia Mo
TpelIeH MbT.

* MTU mnpobnemu — ,HIKOU caiiToBe padOTIT, APyru He* mopaau
dbparmeHTarusi.

* DNS Te4yoBe — BbTpEIHN IOMEHHU HE C€ PE30JIBAT WM CE PE30JIBaT
npe3 myoiauyen DNS.

* HenpaBunno otBopenu mnoprtoBe/Firewall mpaBuna — TyHensT ce
YCTaHOBSBA, HO HAMA TpPa(UK.

PemaBaneTo wu3MCcKBa cHCTEMaTH4HA JUArHOCTHKA: IIPOBEpKa Ha

mapuipytiu, MTU, DNS, 5oroe u mojauTHuKHU.
KPATBK PEYHUK HA TEPMUHUTE (GLOSSARY)

CIA — Confidentiality, Integrity, Availability (moBepurTenHocT, LsIOCT,

JIOCTBITHOCT).

MFA — Multi-Factor Authentication (MHOro(pakTOpHa aBTEHTUKALHS).

NAT-T — NAT Traversal (mexanu3zbm 3a npemuHaBane Ha [Psec pe3 NAT).

TUN/TAP — Bupryannu unrepdeiicu 3a npenacsHe Ha [P (TUN) wnm

Ethernet (TAP) tpaduk.

SA — Security Association (IPsec ,,qjoroBop* 3a 3amura).

PKI/CA — undpactpyktypa 3a myOIu4HU KIF0OUOBE/cepTUHUIUPAIL] OPTaH.
Split tunneling — MapuIpyTu3anus, Ipu KosSITO caMoO 4acT OT Tpaduka

MuHaBa npe3 VPN.
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3AK/IIOYEHUE

B teopernunara yact Osxa pasrienaHd OCHOBHUTE KoHIemmuu mpu VPN
MPEXKHUTE: CHIIHOCT, TUIIOBE, IPUHIUN Ha ACMCTBUE U KIIOYOBU MPOTOKOJIH.
CpaBHeHueTo mokaszBa, 4e nporokonu karo IKEv2/IPsec, OpenVPN u
WireGuard ca Hal-mogxoisiu 3a ChbBPEMEHHU HM3UCKBaHUA. 3a Jna Obae
VPN edexTuBeH, € HEOOXOAMMO TIPAaBHIHO TMPOCKTHpPAaHE — CHIIHA
aBTeHTHKanusi  (nmpenopwvuutenHo MFA), akryanna  kpunrtorpadus,

CErMCHTAalMA Ha JOCThIIA U TIOCTOAHCH MOHUTOPHHI.
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CIIMCBK HA U3ITOJI3BAHATA JIUTEPATYPA

(OHJIAﬁH N3TOYHUIIN)

1. Cisco. What Is a Virtual Private Network (VPN)?

2. Palo Alto Networks. What is a VPN?

3. IETF. RFC 7296 — Internet Key Exchange Protocol Version 2 (IKEv2).

4. OpenVPN Community Docs. OpenVPN Protocol; OpenVPN
Cryptographic Layer; TLS control channel overview.

5. WireGuard. WireGuard: Next Generation Kernel Network Tunnel (J. A.
Donenfeld); WireGuard Protocol & Cryptography.

6. NCSC (UK). Virtual Private Networks (VPNs) — Device Security
Guidance.

7. eduVPN. What is a VPN?

HHurepHer aapecu

https://www.cisco.com/site/us/en/learn/topics/security/what-is-a-virtual-

private-network-vpn.html

https://www.paloaltonetworks.com/cyberpedia/what-is-a-vpn

https://datatracker.ietf.org/doc/html/rfc7296

https://openvpn.net/community-docs/openvpn-protocol.html

https://openvpn.net/community-docs/openvpn-cryptographic-layer.html

https://openvpn.net/as-docs/tls-control-channel.html

https://www.wireguard.com/papers/wireguard.pdf

https://www.wireguard.com/protocol/

https://www.ncsc.gov.uk/collection/device-security-

couidance/infrastructure/virtual-private-networks

https://www.eduvpn.org/what-is-a-vpn/
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ITPAKTUYECKA YACT

28



1. IIpakTHYEeCKM HACOKHM U 0COOEHOCTH NPU MHCTAJTUPAHE HA
VPN mpexa

VPN (Virtual Private Network) wpexuTe ce wu3mons3Bar 3a
OCUTYpsIBaHE Ha 3aIIMTEHa KOMYHHKALUs Npe3 MyOIMYHU MM HEJOBEPEHU
Mpexu. [IpaBMIIHOTO MM HMHCTaTUpaHe U KOHPUTypHUpaHE € KPUTHYHO 32
CUTYPHOCTTa, IPOU3BOAUTEIHOCTTA U HAJIEKIHOCTTa HA HH(OPMALIMOHHUTE
CUCTEMH.

1.1. Ilsianupane ¥ npeIBapuTeIeH AHAJIN3

[Ipenu mHcTamupane Ha VPN Mpexa € HeoOXOoauMo Ja ¢ WU3BBPIIU
JeTailieH aHaIu3 Ha HY)KJIUTE Ha OpraHu3anusaTa wiu norpedurenure. Toa
BKJIIOUBA OIpeEJeNisHe Ha Oposi moTpeOuTenu, TUHa JIOCThIl (OTAaliedeH
JoCcThII WiH site-to-site VPN), kakTo 1 He00XOAMMOTO HUBO HA CHTYpPHOCT.
CrnenBa 1a ce OIGHM ChINECTBYBAalaTa MpEKoBa HWHOPACTPYKTypa H
HeliHaTa ChbBMECTUMOCT ¢ u3bpanata VPN TexHomorHs.

1.2. U300p Ha VPN TexHoJIOTHsI M IPOTOKOJI

ComectByBar pasznuyad VPN mporokonu, kato [Psec, OpenVPN,
L2TP/IPsec u WireGuard. 360pbT TpsiOBa na ce 6azupa Ha OajaHC MEXIY
CUTYPHOCT, IPOM3BOJUTENIHOCT U JIEKOTa Ha nojapbxka. Hanpumep I[Psec e
LIMPOKO M3IO0JI3BaH B KOPIIOpaTUBHA cpena, Aokato OpenVPN npennara no-
rojisiMa I'bBKaBOCT U JIECHA KOHPUTYpaLIUsL.

CpBpeMEHHUTE U JOKa3aHW IMPOTOKOJM C BHCOKO HHMBO Ha 3alluTa
BKJIIOYBAT:

WireGuard — wmozeper VPN mnporokon ¢ MHMHUMAaJIUCTHYHA
apXUTEKTypa, BHCOKAa NPOM3BOAMTETHOCT M U3IOJI3BaHE HA CHBPEMEHHU
kpuntorpadeku anroputmu kato ChaCha20 u Curve25519. Ionxoasm e 3a

cpeau, B KOUTO CC ThbPCHU BUCOKA CKOPOCT U JICCHA TOAAPBIKKA.

29



OpenVPN — mupoko H3MOJA3BaH M YTBBPJIEH IPOTOKOJ, KOWTO
NOAbpXKa CUJIHM aJrOpuTMH 3a Kpunrtupane (AES-256, TLS) u npeanara
BHCOKA I'bBKABOCT U CHBMECTUMOCT C PA3JIMYHHU TUIAT(HOPMH.

IKEv2/IPsec — cTaOMJIHO W CHUTYpHO pelIeHHe, MPEANOYUTaHO B
KOPIIOPaTUBHU CPEAM, OCOOCHO IMpH MOOWIHMU MOTpeOUTeNnu, Mopaau
OBpP30TO BB3CTAHOBABAHE Ha Bpb3KaTa H JoOpaTa NOJAPHKKA OT
OIEPALMOHHUTE CUCTEMH.

[To-ctapu nporokonu karo PPTP He ce mpenopbyBar, Thil KaTo HE
OTTOBapsT HA ChbBPEMEHHUTE U3UCKBAHUS 32 CUTYPHOCT.

1.3. Konpurypupane u ynpapjieHue Ha CHTYPHOCTTA

KirouoB acnekt mnpu wuHcTanupane Ha VPN e mnpasuwinHara
KOH(UTypaluss Ha MEXaHHU3MUTE 3a YJIOCTOBEpSIBAaHE W KPHUITHUPAHE.
[IpenopbuBa ce WU3NOJN3BAHE HA CHJIHU KPUOTOrpadCKH alrOpUTMH,
MHOroakTOpHa aBTEHTUKAllUd M PEJOBHO OOHOBSBAaHE Ha KIIOYOBE U
ceprudpukata. OrpaHnyaBaHETO Ha JOCTBIIA CIOpEd pOJIMTE Ha
HOTPEOUTENTUTE JOMBIHUTEIHO [TOBUIIaBAa HUBOTO HA 3alUTA.

1.4. TecTBaHe U MOAAPBKKA

Cnen wuncramanusta VPN Mpexata TpsOBa na Obae TecTBaHa 3a
(GYHKIIMOHATHOCT, CTAOUITHOCT M TIpou3BOAUTENHOCT. Heobxoaumo e ma ce
NpEeIBUIM TOCTOSSHEH MOHUTOPHUHI, JIOTBAHE Ha CBOUTHS M PETYJSPHU
aKTyajau3alMu Ha codTyepa, 3a Ja Ce HPeJoTBpaTAT YSA3BUMOCTU U
IIPEKbCBAHMS HA yCITyrarTa.

1.5. CoBpemennu u Aoka3anu VPN npoToko/u ¢ BUCOKO HUBO HA
CUT'YPHOCT

[Ipu npoextupane u wuHcTamupane Ha VPN wMpexa wu300pbT Ha
IPOTOKOJI € KJIIOUOB 3a rapaHTHpaHe Ha 3alluTeHa, CTa0WiIHA U e(eKTHBHA
Bpb3Ka MEXKy KIIMEHTUTE U KOPIIOPATUBHUTE pecypcu. CrenBaT OCHOBHUTE

CBBPEMCHHU OIIINH:
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1.5.1. WireGuard

Onucanne: CvBpeMeneH VPN NpoTOKOJN ¢ MHUHMMAQJIMCTUYEH KOJI
(oxono 4 000 pena), koeTo HaMmaisiBa IMOBBPXHOCTTA 3a YSI3BMMOCTH U
yJIeCHsIBA OJIUTA.

Private Internet Access

Kpunrorpadus: M3momsBa ChaCha20 3a mmdpposane, Poly1305 3a
ynoctoBepsiBane u Curve25519 3a oOMeH Ha KITIOUOBE.

Blackhat

[IpeaumcTBa:

OTnMyHa NPOU3BOAUTEIHOCT U HUCKA JIATEHTHOCT.

Private Internet Access

[To-manka kozoBa 6a3a 03Ha4aBa MO-MAJIKO YS3BUMOCTH.

Private Internet Access
1.5.2. OpenVPN

Onucanune: Eaun ot Haii-mumpoko wusnoasBanure VPN mpoTokomw,
JIOKa3aH B POJBIDKEHUE HA TOJMHH.

ExpressVPN

Kpunrorpadus: Iogabpxka cunau anroputmu karo AES-256 u TLS
3a 0OMEH Ha KJII0YOBE.

IIpenumcrna:

Burcoko HMBO Ha CbBMECTUMOCT C Pa3IMYHU IIATHOPMH.

ExpressVPN

Hobpe noKyMEeHTHpaH U MOAAbPIKaH.
1.5.3. IKEv2/IPsec

Onucanue: KomOunanus ot Internet Key Exchange (IKEv2) u IPsec —
MIMPOKO M3MOJI3BaHa B KOPIIOPATUBHU CPEIH.

Zyxel Support
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Kpunrorpadus: AES, SHA-2, Diffie-Hellman u Elliptic Curve Diffie-
Hellman (ECDH).

Blackhat

[IpenumcTBa:

OTnnyHa CTaOMITHOCT U MOAJPBKKA IPU MOOUITHU BPB3KHU.

Zoogvpn

[Monxxomsm 3a site-to-site 1 oTJaIeYeH JOCTBHII.

3abenexka: [Ipotokonu kato PPTP u SSTP Bce ome chiecTByBaT, HO
nopajau mo-ciada 3amuTa U ysI3BUMOCTH HE ce TPernopbhUBar 3a ChBPEMEHHU
KOPIIOPATHBHH BHEPSIBAHUS.

ExpressVPN
1.6. Cu/IHM MOJIMTUKH 32 aBTEHTUKALMS M MHOTO(pakTOpHA
HIeHTHPUKATUA

ABTEHTUKALIUATA € KJIIOYOB €leMEHT OT cUrypHocTtra Ha VPN: nopu
aKO TYHENIIBT € KPUNTHPAH, HEJOCTAThUHO CHJIHATA WICHTU(UKAIMS MOXKE
Jla KOMIIPOMETHpPA JTOCTHIIA.
1.6.1. Ocnosu na mrocogaxmoprama uoenmuguxayus (MFA)

MHorodakropHara uaentupukamus (MFA) usucksa ot norpedutens
Ja TPEJCTAaBU JIBE WM IOBEYE pA3JIMYHU KATETOPUHU JIOKA3aTeICTBa 3a
CaMOJIMYHOCT:

HEIIo, KOEeTOo 3Hae (mapona);

HEIll0, KOETO NMpUTeXkaBa (TOKEeH, cMapT(oH, cepTuukar);

HEII0, KOeTO € (OMOMETPUYHH JIAHHU).

To3u MOAXOM 3HAYUTEITHO HaMalsiBAa PHUCKA OT KOMIIPOMETHpPaH
JOCTBII B CITydail HAa M3THYaHE Ha Mapoiu WK (GUIIHHT aTaKu.

IS Decisions

1.6.2. Ilpakmuuecku MFA mexuuxu 3a VPN
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Time-based One-Time Passwords (TOTP): BpemenHu KoaOBe,
TeHepHpaHy Ype3 MOOWIHY NpuiokeHus (Hanmpumep Authenticator).

OpenVPN

Push wHoTudukanuu: mnoTpeOUTENAT NOTBBPXKIABA BXOJA upe3
ChOOIIeHHE HA MOOMIIHOTO CH YCTPOHCTBO.

InstaSafe

XapayepHu TOKEHH: (U3WYECKH YCTpOMCTBa 3a TeHEpupaHe Ha
KOJIOBE.

InstaSafe

buomerpuyHHM NaHHM: OTIEYATHK, JILEBO pa3MoO3HABaHE U Jp., MPH
MOJIPBXKKA OT HH(PACTPYKTypaTa.

IS Decisions
1.6.3. lobpu npaxmuxu npu eneopssarne na MFA

3a na ce rapantupa epeKTUBHOCT U yI00CTBO 3a MOTpeduTenure, ce
npernopbyBa:

N300p Ha MFA pemieHue, KOeTo ce HHTETpUpa C KOPIOPATUBEH
kataJsior (Harpumep Active Directory uinun RADIUS).

IS Decisions

BbBexane Ha ajganTMBHA  aBTEHTHKANHMSA, KOATO  KOPUTHpA
M3UCKBAHMATA CIOPE] KOHTEKCT (JIOKalu3alus, YCTPOWCTBO, BpeMe Ha
JIOCTBIT).

Okra

[TocTostHHO OOydeHHe Ha moTpeduTenute 3a BaxHocTTa HAa MFA u
Hail-00pUTE MPAKTHKH MTPH U3IIOJI3BAHE.

Check Point SASE

PerynsipHo npernexaane Ha NOJUTUKU U aKTyallU3UpaHe HAa METOAUTE
3a aBTEHTHUKAIUS ChITIACHO HOBH 3aIUIaXy M PETyJIaTOPHU U3UCKBAHMSL.

NordLayer
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2. Illpenopbku

Jla ce u3BbplIBa ACTAWIHO IJIaHUPAHE Npeau BHeApsiBaHe Ha VPN, ¢
ACHO JIe(pUHUPAHU 1IeJTU U U3UCKBaHUS.

[la ce u3nonsBar cbBpeMEHHHU U J0Ka3aHu VPN mpoTokosim ¢ BUCOKO
HUBO HA CUT'YPHOCT.

Jla ce mpuiaraT CWIHM IIOJIUTUKU 34 ABTCHTUKALMS, BKIIOYUTEIHO
MHOTO(aKTOpHA UICHTU(DHUKAIIHS.

[a ce ocurypu penoBHa IMOAAPBAKKA, MOHUTOPUHT U aKTyaJln3alus Ha
VPN undpactpykrypara.

Jla ce oOyuyaBar noTpeOUTENNTE OTHOCHO AOOPU MPAKTUKU 32 CUTYpPHA
pabota ¢ VPN ycuyru.

[la ce n3nos3Bar caMo CbBpEMEHHHU U AokazaHu VPN mpoTtokosu KaTto
WireGuard, OpenVPN unu IKEv2/IPsec.

Ja ce mpunaraT CWJIHM KpUNTOrpad)CKUM aNrOpUTMH W aKTyallHU
CTaHJapTH 3a 3aIIUTA.

la ce BHenpsiBa MHOrodaxkTopHa HuaeHTU(UKauusg 3a Bcuuku VPN
notpeburenu 0e3 U3KIIYCHNUE.

Jla ce wu3mon3Ba LEHTPAIM3UPAHO YIPABICHHWE Ha JOCThIIA U
HOTPEOUTENCKUTE POIIH.

[la ce ocurypm HENpEeKbCHAT MOHHUTOPHUHI, PEIOBHA IOAJAPBKKA H
o0yuyeHHe Ha MOTPEOUTENIUTE 110 BBIIPOCUTE Ha CUTYPHOCTTA.

3a kxopnopatuBHUM VPN BHeApsBaHUsS TPENOPBUUTENHO € Ja Ce
m3nomBar WireGuard wim IKEv2/IPsec, B 3aBUCUMOCT OT M3MCKBAHUATA 32
IIPOU3BOJUTEIHOCT U ONIEpPAaTUBHA CbBMECTUMOCT.

[TpuoputetHo na ce BHeapssa MFA 3a Bcuuku VPN mnorpeburenm,
KaTo 4acT OT KOPIOPATUBHUTE MOJUTUKH 32 KOHTPOJ HA TOCTHIIA.

Jla ce mnpunaraT LEHTPaIM3UPAHU CUCTEMH 32 YNPABICHUE HaA
camommuHocTTa (IAM), kouto mogaspkar MFA, amantuBHa aBTEHTUKAIUS

u nHrerpauus ¢ VPN yciyru.
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